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Abstract of the contribution: Update to solution 5
Introduction

This document proposes an update to solution 5 and a conclusion. 

Alternative 5a is updated to say that a UE-SCEF protocol for reliable data delivery only needs to contain a transaction ID and a message type (i.e. new message or acknowledgment).  The source ID and destination ID do not need to be part of the SDT PDU.  The SCEF can derive the source ID from the EBI and User Identity in the NIDD Submit request.  The UE can derive the source ID from the EBI; the source SCEF is subscription based and tied to the APN configuration.
Alternative 5c is updated to show that existing functionality can provide reliability on the UE-eNodeB hop and the eNodeB-MME hop.
Proposal: 

The following updates are proposed for TR 23.730:

***************** Start of first change **********************

6.5
Solution 5 – Reliable communication service between UE and SCEF
6.5.1
Description

6.5.1.1
General

This solution addresses the Key Issue 2 – Reliable communication service between UE and SCEF.

6.5.1.2
Alternative 5a: Based on UE – SCEF acknowledgment

This alternative relies on defining new UE-SCEF transport protocol that provide acknowledgement of data send between UE and SCEF. For MO data SCEF will send acknowledgment and for MT data UE sends acknowledgment. SDT PDU is used between UE and SCEF for reliable delivery of MO/MT data. 

SDT PDU at minimum needs to contain: 



-
Transaction Identifier: Identifies a particular MO or MT transaction
-
Message Type: Identifies if the PDU is a new message that requires no acknowledgement, a new message that requires an acknowledgement, or an acknowledgment.
Along with the allocated EBI, SDT PDU will be encapsulated in the NAS message (similar to how SMS o/ NAS works today) to allow MO/MT data.

6.5.1.3
Alternative 5b: Based on UE – MME and MME - SCEF acknowledgment

This alternative is based on principle of reliable delivery between UE and MME coupled with reliable delivery between MME and SCEF.

T6a is Diameter based and Diameter provide reliable delivery but it cannot guarantee successful processing at the data receiving node. This issue is mitigated by adding acknowledgement of each non- IP data delivery (NIDD) message. Given this we can assume that T6a protocol between MME and SCEF currently provides reliable data delivery. 

In Rel-13 new NAS message – Control Plane Service Request is defined for UE using Control Plane CIoT EPS optimization for initial NAS PDU data delivery between UE and MME. MME also sends acknowledgement in Service Accept message. This provide reliable delivery for first MO data packet. However subsequent data packet while UE is in ECM_CONNECTED is not guaranteed. Subsequent message for Control Plane EPS optimizations while UE is in connected mode are carried in ESM Data Transport Message which is not acknowledged.

For this alternative, some NAS messages (e.g. ESM Data Transport) would need to be enhanced to provide acknowledgment of data delivery between UE and MME.

6.5.1.4
Alternative 5c: Based on hop by hop acknowledgment

This alternative is based on principle of hop by hop reliable delivery that is reliable delivery between UE and eNB, coupled with reliable delivery between eNB and MME, coupled with reliable delivery between MME and SCEF.

As we discussed in alternative 5b, we can we can assume that T6a protocol between MME and SCEF currently provides reliable data delivery.

Between UE and eNB, RLC acknowledged mode is could be used between UE and eNB for reliable delivery of data. 

Between eNB and MME, S1-AP can be reused to provide negative acknowledgement of S1-AP messages carrying NAS PDU with data that has not been delivered: all other messages can then be assumed to be delivered.
Existing functionality in TS 23.401 [8] and clause 8.6.2.4 of TS 36.413 [xx] (S1-AP) specifies that

 “…. or the eNB is unable to ensure that the message has been received by the UE, it shall report the non-delivery of this NAS message by sending a NAS NON DELIVERY INDICATION message to the MME including the non-delivered NAS message within the NAS-PDU IE and an appropriate cause value within an appropriate Cause IE,”

The inclusion of the non delivered NAS PDU in the NAS NON DELIVERY INDICATION means that there is no strict need to even add packet numbers into the uplink and downlink S1-AP messages – although probably movement to a positive acknowledgement mechanism with packet numbering would be useful.
6.5.2
Impacts on existing nodes and functionality

6.5.2.x Alternative 5a

UE: Needs to use the UE-SCEF transport protocol (If the service is enabled).

SCEF: Needs to use the UE-SCEF transport protocol (If the service is enabled).
6.5.2.x Alternative 5b

UE: some NAS messages (e.g. ESM Data Transport) would need to be enhanced to provide acknowledgment of data delivery between UE and MME.

MME: some NAS messages (e.g. ESM Data Transport) would need to be enhanced to provide acknowledgment of data delivery between UE and MME.

6.5.2.x Alternative 5c

UE: none.

E-UTRAN: essential functionality to monitor success/failure of layer 2 already mandated by pre Release 13 TS 36.413. Protocol optimisations to support positive acks is desirable.

MME: handle S1-AP optimisations and link to ack/nack signalling to SCEF.

6.5.3
Solution Evaluation

Alternative 5a provides a mechanism for the SCEF to determine if the data was successfully delivered to the UE (e.g. in case of UE radio link failure, or if the UE is out of coverage) and for the UE to determine if the data was successfully delivered to the SCEF (e.g. in case of T6a/b connection failure, SCEF congestion etc.).
Alternative 5b does not provide a mechanism for the SCEF to determine if the data was successfully delivered to the UE and for the UE to determine if the data was successfully delivered to the SCEF.  Alternative 5b provides reliable data delivery on the hops between the SCEF and UE, but not end-to-end. For example, when considering MO data, a NAS acknowledgment that data reached the MME does not guarantee that the data reached the SCEF. If delivery between the MME and SCEF fails, the UE will be not be aware that delivery to the SCEF failed.
Alternative 5c does not provide a mechanism for the SCEF to determine if the data was successfully delivered to the UE and for the UE to determine if the data was successfully delivered to the SCEF.  Alternative 5c provides reliable data delivery on the hops between the SCEF and UE, but not end-to-end. For example, when considering MO data, an RLC acknowledgment that data reached the eNB does not guarantee that the data reached the SCEF. If delivery between the MME and SCEF fails, the UE will be not be aware that delivery failed.

Alternative 5a provides a reliable data delivery service. Alternatives 5b and 5c provide mechanisms to increase the likelihood that end-to-end delivery will be successful, but do not provide end-to-end reliable data delivery.
***************** End of first change **********************

***************** Start of second change **********************

8
Conclusions

Editor's Note:
This clause is intended to list conclusions that have been agreed during the course of the study. This may also capture the guiding principles and documentation approach for creating CRs to normative specifications within the responsibility of SA2.
For “Key Issue 2 – Reliable communication service between the UE and SCEF” it is agreed to specify Alternative 5a of solution 5 to support reliable data delivery between the UE and the SCEF.
***************** End of second change **********************
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